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Networking For Future (NFF), a Cisco Gold Partner, is pleased to present this unique opportunity for you to hear 
Joey Muniz, Senior Cybersecurity Architect at Cisco Systems (see biography below) discuss the three simple security 
practices for working safely at home.
 
In this Security Happy Hour, you will: 
• Gain exposure to free open source and commercially available tools that can be immediately used
• Learn from detailed recommendations and information on incorporating automation, developing a layered defense, 

and speaking with family members about cybersecurity
• Hear best practices to provide secure connectivity for remote teleworkers

To support our local small businesses (and because this is a Happy Hour), the first 10 people to register and attend the 
event will receive two (2) complimentary Distillery Tour & Tasting admissions to One Eight Distillery in Washington, DC. 
https://www.oneeightdistilling.com/  We’re looking forward to meeting you.

Joey Muniz Biography
Joey Muniz is a highly respected Senior Cybersecurity Architect at Cisco Systems and a frequent speaker at Cisco Live. 
He has extensive experience in designing security solutions and architectures for the top Fortune 500 corporations and 
the U.S. government. His current role gives him visibility into the latest trends in cybersecurity, from both leading vendors 
and customers. Outside of Cisco Joey runs The Security Blogger website, a popular resource for security, hacking, and 
product implementation. He is the author and contributor of several publications covering various penetration testing and 
security topics including: The Digital Forensics Guide for the Network Engineer, CCNA CyberOps Official Cert Guide, 
Web Penetration Testing with Kali Linux, and Penetration Testing with Raspberry Pi.


